
 

 

ON-SCREEN TEXT:  COVID-19 Response, Steer clear of COVID-19 scams  

 

ON-SCREEN TEXT: The IRS will not  

ON-SCREEN TEXT: Call, Text, Email 

ON-SCREEN TEXT:  To verify info  

ON-SCREEN TEXT: Be suspicious of  

ON-SCREEN TEXT:  Texts, Emails, Social Media 

ON-SCREEN TEXT: Offering 

ON-SCREEN TEXT: Rush Payments, Financial Aid, Special Loans 

ON-SCREEN TEXT: Look out for texts with 

ON-SCREEN TEXT: Unusual wording, unusual punctuation, ID numbers 

ON-SCREEN TEXT: Look closely at sender domain names that may mimic known sources  

ON-SCREEN TEXT: “wells-fargo.info”  = fraudulent 

ON-SCREEN TEXT: wellsfargo.com = legitimate  

ON-SCREEN TEXT:  Don’t 

ON-SCREEN TEXT: Click links, Open attachments 

ON-SCREEN TEXT: For small businesses: 

ON-SCREEN TEXT: Reconcile accounts daily, Verify all account changes using contact method on file 

ON-SCREEN TEXT: If you detect it, report it 

ON-SCREEN TEXT: reportphish@wellsfargo.com 

ON-SCREEN TEXT: www.ftc.gov/complaint 

 

 

 

 

 

mailto:reportphish@wellsfargo.com
http://www.ftc.gov/complaint

